KEVIN O'NEILL

Windows Server 2008 SR2 — Assembly Cache Viewer — Install Failed Error

The following was done in regards to remedy an error Assembly Cache Viewer — Install failed - while
dragging and dropping a .dll into the GAC (c:\windows\assembly) which read

The error was displayed as such:

To fix this error the following was done:

1) Alocal account was created (gacmainadmin) and added to the administrators group

2) Made sure that in the secpol.msc the Security Settings -> Local Policies -> Security Options -> User
Account Control: Run all administrators in Admin Approval Mode was Disabled. If this value needs
changed the server then needs rebooted:
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3) Thus step 3 would be to reboot the server if needed

4) Log in then as the local user that was created (remember to use servername\username so that Windows
knows that the local account is to be utilized instead of a domain account

5) Go to a command prompt and right mouse click selecting Run as administrator

Ciy__

Command Promp

= & Run as adrini

6) Access the GAC by from the command prompt entering in: explorer c:\windows\assembly

*explorer ciswindowssassemhly

7) Enter in the location of .dIl — in this case explorer c:\temp M PR RN II)Y

8) Drag and drop without incident the dll from the c:\temp to the c:\windows\assembly
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